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1. The purpose and scope of this information

The present Privacy Policy (hereinafter: Policy) pertains to the personal data that Pazmany Péter
Catholic University (hereinafter: University or Controller) collects and processes about you.

Name: Pazmany Péter Catholic University

Institutional ID: FI79633

Head office: 1088 Budapest, Szentkiralyi utca 28, Hungary
Phone: +36 (1) 429-7200

Fax: +36 (1) 318-0507

Website: www.ppke.hu
Contact information: dpo@ppke.hu

2. Legislation governing data processing

e Regulation (EU) 2016/679 of the European Parliament and of the Council (hereinafter:
Regulation)

o Act CXIl of 2011 on Informational Self-Determination and Freedom of Information (hereinafter:
Information Act)

o Act CCIV of 2011 on National Higher Education (hereinafter: Higher Education Act)

3. Personal data processing and purposes of data processing
Personal data categories The purpose of data processing
e Surname The purpose of processing the mandatory
e Given name(s) data is to identify you as event participant,
e Preferred name on badge to check the provided data for plausibility.
o Affiliation We also require your data in order to
e E-mail address prepare name badges and lists of
o Status participants for other participants, as
e Special dietary requirements applicable, and to supply you with event

information before, during, and after the
event. This is done to ensure optimal
participation for you and to allow us to
plan the event and ensure that it goes
smoothly.

The legal grounds for data processing

We process data at your request and for the
purposes described by Art. 6 (1) lit. a GDPR
to fulfill the obligations of the
participation agreement and to execute
precontractual provisions.



mailto:dpo@ppke.hu

Photos and videos will be taken to document the event in pictures. Since you may be identified in
these images, either directly or indirectly, they represent personal data.

Furthermore, the images will be published for the purpose of post-event reporting on our media
platforms such as Facebook, Instagram or our website. This processing is required in particular to
document and promote our event.

4, The terms of managing data

In the case of events for which a fee is charged, the personal data we collect for the event are, in
principle, stored until the end of the standard limitation period of eight years after the end of the
year in which the event was held, and the data are erased after that. In the case of free events, we
erase the personal data collected by us no later than six months after the event was held.

5. Person with access to the data, processors

The personal data acquired during registration are not transmitted to third parties or international
organisation by the Data Controller, they are only used for the purposes as defined by Section Il of this
Data Processing Information leaflet.

6. Rights in connection with the processing of personal data

6.1 The right to request information
By way of the contacts specified in point 1, you may request information from the University as regards

e the personal data it processes,

e the legal grounds for processing, and

e the purpose,

e sources,

e and duration of processing,

e as well as the persons to whom, at what time, on the basis of which pieces of legislation, and to
which personal data the University grants access or transferred such data.

The University shall fulfil your request within 30 days at the latest by way of a letter sent to the address
you specify.

6.2 Right to rectification

By way of the contacts specified in point 1, you can request, in writing, that the University rectify your
personal data (e.g. you can change your email or mailing address at any time). The University shall fulfil
your request within 30 days at the latest and shall inform you of having done so by way of a letter sent
to the address you specify.



6.3 Right to erasure

By way of the contacts specified in point 1, you may request, in writing, that the University erase your
personal data.

The University shall deny the request for erasure if the University is bound by law or an internal
regulation to continue storing the personal data in question. Such may be the case where the time
Llimit specified by internal regulations pertaining to archiving has not yet expired.

However, if there is no such obligation, the University shall fulfil your request within 30 days at the
latest and shall inform you of having done so by way of a letter sent to the address you specify.

6.4 Right to blocking

By way of the contacts specified in point 1, you may request, in writing, that the University block your
personal data. Such block shall remain in effect for the term for which storage is required according to
the reason you provided.

For example, you may request that your data be blocked if you feel that your submission was handled
by the University in an unlawful manner; however, the official or judicial procedure you initiate require
the University to not erase the submission. In such case, the University will continue to store the
personal data (e.g. your submission) until contacted by the authorities or the court, after which the
data will be erased.

6.5 Right to object

By way of the contacts specified in point 1, you may object, in writing, against the processing of your
data should the University transfer or use personal data for purposes of direct marketing, public opinion
polling or scientific research. For example, you may object if the University uses your personal data for
scientific research without your consent.

You may also object to processing if you feel that processing is required only for the University’s legal
obligation or legitimate interest, with the expectation of data processing based on authorisation
granted by law. For example, you may not object if your submission containing your personal data are,
based on the University’s internal archiving regulations, handed over to the Archives together with the
documents of the case.

7. Amending the Privacy Policy

The Controller maintains the right to amend the Privacy Policy. This may especially take place if required by
law. Changes to data processing may not result in the processing of personal data for purposes other than
those set out herein. The Controller shall publish the relevant information on its website 15 days prior.




